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To secure communication on higher layers (Data Link, Transport, and Session), and potentially
create a secure and trusted network within an untrusted network, we use cryptography
I assuming a pre-shared secret and a Single Message Authentication protocol of our creation.
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