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received sighals and the legitimate channel equal the information entropy of the
latter, which suggests a successful estimation of the legitimate channel from Eves.
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